REGULAMIN OKRESLAJACY ZASADY GROMADZENIA 1
PRZETWARZANIA DANYCH OSOBOWYCH OBOWIAZUJACY W
STOWARZYSZENIU POLONEZIAKI - TRADYCJA I WSPOLCZESNOSC W
BIELAWIE

I.  POSTANOWIENIA OGOLNE

1. Stowarzyszenie POLONEZIAKI — Tradycja i Wspotczesnos$¢ (Stowarzyszenie)
wykonuje zadania publiczne na rzecz ogoétu spotecznosci o charakterze
kulturalnym, edukacyjnym, rekreacyjnym, charytatywnym, integracyjnym,
rozrywkowym. Dane zwigzane z dziatalno$cig Stowarzyszenia sa gromadzone
1 przetwarzane w celu realizacji zadan wynikajacych z dziatalnosci statutowe;.

2. W procesie gromadzenia i przetwarzania danych osobowych przez
Stowarzyszenie stosuje ono unijne Rozporzadzenie o Ochronie Danych
Osobowych, znane w Polsce, jako RODO, obowigzujace od 25 maja 2018 r.

RODO - oznacza rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z
27.04.2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia
dyrektywy 95/46/WE (ogolne rozporzadzenie o ochronie danych) (Dz.Urz. UE L 119,
s. 1);

1.  Polityka Bezpieczenstwa zostala utworzona w zwigzku z wymaganiami
zawartymi w ustawie z dnia 29 sierpnia 1997 r. o ochronie danych osobowych
(tekst jednolity: Dz.U.2014, poz. 1182) oraz rozporzadzeniu Ministra Spraw
Wewnetrznych i Administracji z dnia 29 kwietna 2004 r. w sprawie dokumentacji
przetwarzania danych osobowych oraz warunkoéw technicznych i
organizacyjnych, jakim powinny odpowiada¢ urzadzenia i systemy informatyczne
stuzace do przetwarzania danych osobowych (Dz.U. z 2004 r. Nr 100, poz.2024)

2. Regulamin niniejszy okresla tryb i1 zasady ochrony danych osobowych

przetwarzanych w Stowarzyszeniu POLONEZIAKI — Tradycja i Wspolczesnose,
zwanym dalej Stowarzyszeniem.

3. Ilekro¢ w Regulaminie jest mowa o:

a) Stowarzyszeniu — rozumie si¢ przez to Stowarzyszenie POLONEZIAKI —
Tradycja 1 Wspodlczesnos¢ w Bielawie;

b) danych osobowych — rozumie si¢ przez to dane osobowe zwykle zawierajace
m.in. informacje: imi¢ i nazwisko, adres zamieszkania, nr PESEL, nr dowodu
osobistego lub paszportu, nr telefonu, nr tablic rejestracyjnych, nr rachunku



d)

g)

h)

bankowego, adres e-mail, wizerunek, IP komputera, informacje o cztonkach
rodziny i inne oraz dane osobowe szczegdlnie chronione (wrazliwe) zawierajace
m.in. informacje: pochodzenie rasowe lub etniczne, poglady polityczne,
przekonania religijne lub $wiatopogladowe, przynalezno$¢ do zwigzkow
zawodowych, dane genetyczne, dane biometryczne, dane dotyczace zdrowia, dane
dotyczace seksualnosci i inne.

administratorze danych osobowych (ADO) — rozumie si¢ przez to Zarzad
Stowarzyszenia, ktory decyduje o celach i srodkach przetwarzania danych
osobowych,

osobie upowaznionej — rozumie si¢ przez to osob¢ upowazniong przez
Administratora Danych Osobowych do przetwarzania danych osobowych w
systemie tradycyjnym oraz w systemie informatycznym. Osobg upowazniong
moze by¢ czlonek Zarzadu Stowarzyszenia, osoba wykonujaca prace na
podstawie umowy cywilno-prawnej, a takze osoba bedaca wolontariuszem, z
ktorym Stowarzyszenie zawarto porozumienie o wspotpracy. Wzor upowaznienia
stanowi zatacznik do niniejszego Regulaminu.

przetwarzaniu danych osobowych — rozumie si¢ przez to operacj¢ lub zestaw
operacji wykonywanych na danych osobowych lub zestawach danych osobowych
w sposOb zautomatyzowany lub niezautomatyzowany, takie jak zbieranie,
utrwalanie, organizowanie, porzadkowanie, przechowywanie, adaptowanie lub
modyfikowanie, pobieranie, przegladanie, wykorzystywanie, ujawnianie poprzez
przestanie, rozpowszechnianie lub innego rodzaju udost¢pnianie, dopasowywanie
lub Iaczenie, ograniczanie, usuwanie lub niszczenie danych osobowych;

systemie informatycznym — rozumie si¢ przez to zespot wspotpracujacych ze sobg
urzadzen, programow, procedur przetwarzania informacji i narzedzi
programowych zastosowanych w celu przetwarzania danych osobowych;

systemie tradycyjnym — rozumie si¢ przez to zespot procedur organizacyjnych
zwigzanych z mechanicznym przetwarzaniem danych osobowych na papierze;

zgodzie osoby, ktorej dane dotycza — rozumie si¢ przez to oswiadczenie woli,
ktorego trescig jest zgoda na przetwarzanie danych osobowych, tego kto sktada
o$wiadczenie oraz w przypadku o0sob niepetnoletnich — na przetwarzanie danych
osoby sktadajacej o§wiadczenie woli 1 osoby niepetnoletniej znajdujacej si¢ pod
jej opieka prawna.

ADMINISTROWANIE DANYMI OSOBOWYMI

W Stowarzyszeniu obowigzuja nastgpujace zasady gromadzenia danych
osobowych:



b)

b)

zasada zgodno$ci z prawem, rzetelnosci i przejrzystosci - dane osobowe podlegaja
przetwarzaniu jedynie legalnie (na podstawie wyraznej podstawy prawnej, np.
zgody) 1 w sposob, ktory jest jasny i zrozumiaty dla osoby, ktorej dane dotycza.

zasada ograniczenia celu - dane osobowe mogg by¢ zbierane tylko w
konkretnych, wyraznych i prawnie uzasadnionych celach. Nie moga by¢ dalej
przetwarzane w sposob niezgodny z tymi celami

zasada minimalizacji danych - Stowarzyszenie gromadzi tylko te dane, ktore sg
niezbedne do realizacji okreslonego celu.

zasada prawidtowosci - dane powinny by¢ prawdziwe i aktualne. W przeciwnym
przypadku podejmowane s3 rozsadne dziatania, aby dane nieprawidtowe zostaty
niezwlocznie usunigte lub poprawione.

zasada ograniczenia przechowywania — dane osobowe podlegaja przechowywaniu

w formie umozliwiajacej identyfikacje osoby tylko przez czas niezbedny do
realizacji celu, w ktorym zostaty zebrane. Okres przechowywania nie moze by¢
bezterminowy z wyjatkiem otrzymania zgody na przechowywanie zdje¢ i
materialow filmowych archiwizujacych dziatalno$¢ Stowarzyszenia,

zasada integralnosci i poufnosci dane osobowe podlegajg przetwarzaniu w sposob
zapewniajacy ich bezpieczenstwo, integralnos¢ (ochrong przed nieuprawniong
modyfikacja) i poufnos¢ (ochrone przed nieuprawnionym ujawnieniem).

zasada rozliczalno$ci — Stowarzyszenie jako Administrator Danych Osobowych
jest odpowiedzialne za przestrzeganie tych zasad i musi by¢ w stanie udowodnic,
Ze je stosuje.

W celu dbalosci o prawidtowo$¢ przetwarzania danych osobowych Zarzad
Stowarzyszenia wyznaczona Inspektora Ochrony Danych (IOD), ktory w jego
imieniu jako Administratora nadzoruje sfer¢ przetwarzania danych osobowych.
Z 10D mozna kontaktowac¢ si¢ pod adresem mail:
poloneziaki.ochronadanych@gmail.com

Dostep do danych osobowych oraz do ich przetwarzania majg wytacznie osoby
uprawnione przez Zarzad Stowarzyszenia, posiadajace kompetencje merytoryczne
1 etyczne.

Dane moga by¢ udostepniane jedynie organom, instytucjom, ktére sg do tego
upowaznione z mocy prawa lub w zwigzku z ratowaniem zdrowia lub zycia.



Powierzone dane osobowe — zaréwno pozyskane przed 25.05.2018 r. jak 1 po tym
terminie — sg przechowywane i przetwarzane w sposob uniemozliwiajacy dostep
do nich przez osoby nieuprawnione.

Dane sg gromadzone i przetwarzane na podstawie zawartych umoéw oraz/

lub wyrazonych zgdd. Stowarzyszenie jako Administrator przetwarza dane
osobowe w $cisle okreslonym, minimalnym zakresie niezbednym do osiggnigcia
celu, o ktérym mowa w pkt. 1. W zaleznoS$ci od czynnosci przetwarzania,
ktéremu poddawane sg dane osobowe, podanie danych osobowych jest
dobrowolne, jednakze niezbedne by moc korzystac z oferty Stowarzyszenia.

W zaleznosci o rodzaju zalezno$ci powstatej pomiedzy Stowarzyszeniem a Osobg
Udostgpniajacg Dane Osobowe dane te beda przetwarzane 1 przechowywane
przez okres niezbedny do realizacji celu okreslonego w informacji o projekcie
oraz zwigzang z nim zgodg na gromadzenie i przetwarzanie danych osobowych.

W przypadku gdy Osoba Udostepniajgca Dane Osobowe - swoje i/lub dane
podopiecznego z racji sprawowania wladzy rodzicielskiej lub opiekuncze;j -
uczestniczy w projektach miedzynarodowych dane osobowe moga by¢
przekazywane do krajow trzecich w zakresie niezb¢dnym do realizacji celu
wyjazdu to danego kraju.

Kazdorazowo informacja o przekazywaniu danych osobowych, o ktérych mowa
w pkt 13, bedzie zawarta w informacji o projekcie oraz w zgodzie na udzial w
nim.

Gromadzone przez Stowarzyszenie dane osobowe nie podlegaja
zautomatyzowanym decyzjom ani nie sg przetwarzane w celach marketingowych.

Osoba Udostepniajgca Dane Osobowe ma prawo dostepu do swoich danych, ich
sprostowania, usuni¢cia lub ograniczenia przetwarzania, prawo do przenoszenia
danych, prawo do cofni¢cia zgody w dowolnym momencie bez wptywu na
zgodno$¢ z prawem przetwarzania, ktorego dokonano na podstawie zgody przed
jej cofnigciem.

Z powyzszych uprawnien osoba udostepniajaca dane osobowe moze skorzystaé
poprzez wizyte w siedzibie Administratora lub korespondencyjnie droga poczty
tradycyjnej kierujac pismo na adres siedziby Administratora lub droga poczty
elektronicznej kierujac korespondencje na adres mailowy IOD.



Szczegotowych informacji na temat podstawy konkretnych przypadkow
przetwarzania danych osobowych i ewentualnego obowiazku lub dobrowolnosci
ich podania oraz potencjalnych konsekwencji ich niepodania udziela Zarzad
Stowarzyszenia oraz IOD.

Osoba Udostepniajaca Dane Osobowe ma prawo wniesienia skargi do organu
nadzorczego, gdy uzna, ze przetwarzanie danych osobowych odbywa si¢ z
naruszeniem przepiséw RODO. Skarge nalezy kierowa¢ do Prezesa Urzedu
Ochrony Danych Osobowych w Warszawie.

POSTEPOWANIE Z DANYMI OSOBOWYMI W FORMIE PAPIEROWE]J

Uzytkownik dba o porzadek w dokumentach, ktoére zawieraja dane osobowe,
a w szczegoblnosci:

Kompletowanie wszelkich dokumentow w teczkach i segregatorach stanowigcych
dokumentacj¢ ADO;

drukowanie oraz kserowanie odpowiednich dokumentéw wytacznie w takiej
liczbie egzemplarzy, jaka jest potrzebna do prawidtowego wykonania zadan;

nie pozostawianie dokumentow poza miejscem swojej pracy;

zapewnienie utrzymania teczek oraz segregatorow w uporzadkowany sposob lub
w zbiorze spraw danej osoby lub podmiotu;

korzystanie z dokumentéw w taki sposob, aby nie narazi¢ ich na zniszczenie lub
zgubienie.

Wynoszenie dokumentéw poza obszar przetwarzania danych jest dozwolone
jedynie za zgoda przedstawiciela ADO. Dokumenty moga by¢ wynoszone tylko
przez osoby upowaznione przez ADO.

Dokumenty zawierajace dane osobowe przechowywane sa w szafach oraz
biurkach zamykanych na klucz, w szczegdlnos$ci, gdy Uzytkownik opuszcza dane
pomieszczenie.

Stosowanie przez Uzytkownika na swoim stanowisku pracy zasady czystego
biurka, uniemozliwiajagc tym samym osobom postronnym swobodnego
zapoznania si¢ z przetwarzanymi danymi. Na zasade czystego biurka sktadajg si¢
w szczegdlnosci nastgpujace czynnosci:

a) przechowywanie danych papierowych w zamknietych segregatorach;

b) ukladanie dokumentacji niezapisang strong ku gorze;



c¢) domykanie szuflad i szafek w swoim otoczeniu biurowym;

d) brak zapisywania danych osobowych na odrgbnych, luznych kartkach lub
dokumentach;

e) przechowywanie udostgpnionych wizytdéwek w niedostepnym swobodnie
miejscu;

f) zabezpieczanie pozostawionych dokumentéw przy opuszczaniu
stanowiska pracy;

g) stosowanie innych zdroworozsadkowych dziatan uniemozliwiajacych
wejscie w posiadanie danych osobowych nieupowaznionym osobom.

Dokumenty zawierajagce dane osobowe przekazywane sa bezposrednio do rgk
Uzytkownikow badz za posrednictwem poczty lub kuriera.

Wszelkie udostepnianie dokumentéw osobom, ktoérych dane dotycza Uzytkownik
dokonuje po nie budzacej watpliwosci weryfikacji tozsamosci osoby fizyczne;j.
Kazde udostepnienie nalezy odnotowaé¢ 1 zataczy¢ do dokumentu z
udostgpnianymi danymi osobowymi.

Wszelkie dokumenty zawierajace dane osobowe, po ustaniu ich codziennej
przydatnosci podlegaja archiwizacji, a w momencie ustania podstawy ich
przetwarzania podlegaja zniszczeniu przy uzyciu niszczarki.

POSTEPOWANIE Z DANYMI OSOBOWYMI W FORMIE
ELEKTRONICZNE]

Uzytkownik uzyskuje dostegp do systemu informatycznego, w ktoérym
przetwarzane s3 dane osobowe, poprzez zalogowanie si¢ na indywidualne konta
przy uzyciu loginu oraz ustawionego hasta dostepu.

Zabronione jest przekazywanie plikow z danymi osobowymi przy uzyciu
Internetu.

Uzytkownik w ramach nadanych mu uprawnien korzysta wytacznie z programow
wskazanych przez ADO, za pos$rednictwem ktorych przetwarzane sa dane
osobowe powierzone ADO. Zabronione jest jakiekolwiek nieuprawnione
kopiowanie przetwarzanych danych, w szczegolnosci ich spisywanie.

Uzytkownik na swoim stanowisku pracy stosuje zasad¢ czystego pulpitu,
uniemozliwiajac osobom postronnym swobodne zapoznanie si¢ z przetwarzanymi
danymi. Na zasad¢ czystego pulpitu skladaja si¢ w szczego6lnosci nastepujace



czynno§ci:

a) ustawianie monitora uniemozliwiajagce osobom postronnym zapoznanie si¢
z wyswietlang trescig;

b) zachowywanie porzadku na pulpicie poprzez katalogowanie plikow;

¢) niezapisywanie na pulpicie jakichkolwiek danych prywatnych;

d) niezwloczne zapisanie i zamknigcie dokumentu po zakonczeniu pracy nad
nim;

e) Dblokowanie dostepu do komputera przy kazdorazowym opuszczeniu
stanowiska pracy.

Po zakonczeniu pracy, Uzytkownik obowigzany jest do zapisania otwartych
plikow, a nastepnie wylogowania ze wszystkich kont w systemie
informatycznym.

Uzytkownikom zabrania si¢ korzystania z prywatnych elektronicznych no$nikow
informac;ji (ptyty CD/DVD, pamig¢ USB, karta pamieci, pendrive itp.).

Uzytkownikom zabrania si¢ instalacji na stacjach roboczych zewnetrznych
programéw, np. poprzez instalacj¢ z ptyty CD, pendrive, innego zewnetrznego
no$nika albo pliku pochodzacego z Internetu.

Przed uzyciem elektroniczne nos$niki informacji sg kazdorazowo automatycznie
skanowane przez system antywirusowy bez mozliwos$ci pominigcia tej czynnosci.

Uzytkownik korzystajacy ze stuzbowego, elektronicznego nosnika informacji
obowigzany jest do korzystania z niego w taki sposob, aby nie trafit on do rak
0sOb nieuprawnionych, w szczegodlnosci powinien go zabezpieczy¢ przed
kradzieza, zgubieniem lub skorzystaniem przez osobe trzecia. Zabezpieczenie
nos$nika powinno mie¢ miejsce rowniez w czasie niekorzystania z tego nosnika,
m.in. po zakonczeniu dnia pracy. Dane osobowe, jesli przetwarzane sg na ww.
no$niku, sg zaszyfrowane i zabezpieczone hastem. Jakiekolwiek uchybienia w
tym zakresie Uzytkownik niezwtocznie zglasza przedstawicielowi ADO lub 10D .

Wykorzystanie elektronicznych no$nikéw informacji powinno pozostawaé w
zwigzku z pracg oraz nie powodowaé zaklécen w funkcjonowaniu systemu
informatycznego.

Wszelkie dokumenty elektroniczne zawierajace dane osobowe, po ustaniu ich
codziennej przydatnosci podlegaja archiwizacji, a w momencie ustania podstawy



b)

c)
d)

e)

g)
h)

ich przetwarzania podlegaja trwalemu usunigciu z systemu.

OBSZAR GROMADZENIA, PRZETWARZANIA I PRZECHOWY WANIA
DANYCH OSOBOWYCH

Stowarzyszenie jako Administrator powierzonych danych posiada swg siedzibe
w Bielawie, Os. Wtokniarzy 1, kod pocztowy 58-260.

Powierzone dane osobowe sg gromadzone, przetwarzane i przechowywane w
biurze Stowarzyszenia, do ktorego dostep maja wylacznie osoby uprawnione.

Ze wzgledu na specyfike dziatalnosci Stowarzyszenia najczes$ciej wymagang
formg pozyskiwania danych osobowych sg os§wiadczenia woli sktadane w formie
papierowe;.

Wszelkie dokumenty papierowe sg porzadkowane, umieszczane w opisanych
teczkach i przechowywane w zamykanych na klucz szafach, do ktérych dostep
maja wylacznie osoby uprawnione.

Elektroniczne gromadzenie, przetwarzanie 1 przechowywanie danych odbywa si¢
na komputerze Stowarzyszenia i na nosnikach elektronicznych, stanowigcych
wyposazenie Stowarzyszenia. Urzadzenia te zabezpieczone sg hastami, do
ktorych dostep maja wylacznie osoby uprawnione.

System informatyczny zabezpieczany jest programem antywirusowym.

Ksiggowos¢ Stowarzyszenia prowadzona jest przy wykorzystaniu
licencjonowanego programu ksiegowego.

ZARZADZANIE INCYDENTAMI I NARUSZENIAMI OCHRONY DANYCH
OSOBOWYCH

Naruszeniem danych osobowych jest kazdy stwierdzony fakt:

nieuprawnionego ujawnienia danych osobowych,

udostgpnienia lub umozliwienia dostgpu do nich osobom nieupowaznionym bez
zgody ADO lub obecnosci 0s6b upowaznionych,

zabrania danych przez osobe nieupowazniona,

uszkodzenia jakiegokolwiek elementu systemu informatycznego,
nieautoryzowanego dostepu do danych;

nieautoryzowanych modyfikacji lub zniszczenia danych;

udostepnienia danych nieautoryzowanym podmiotom;

nielegalnego ujawnienia danych;



3

pozyskiwania danych z nielegalnych zrodet.
innych zdarzen powigzanych z powyzszymi przyktadami a majacymi zwiazek z
danymi osobowymi mogacych stanowi¢ naruszenie ochrony danych osobowych.

Kazdy Uzytkownik, ktory stwierdzi fakt naruszenia bezpieczefistwa danych przez
osob¢ przetwarzajacg dane osobowe, badz posiada informacje mogaca miec
wplyw na bezpieczenstwo danych osobowych, jest zobowigzany niezwlocznie
zglosi¢ to do 10D lub ADO.

Kazdy Uzytkownik, ktory stwierdzi fakt naruszenia bezpieczenstwa danych ma
obowigzek podja¢ czynnosci niezbedne do powstrzymania skutkow naruszenia
ochrony oraz ustalenia przyczyny i sprawcy naruszenia ochrony. W szczego6lnosci
Uzytkownik ma obowigzek niezwlocznie zweryfikowac:
a) jaki jest stwierdzony rodzaj naruszenia? (np. kradziez, usunigcie,
zablokowanie danych, udost¢pnienie, omytkowa wysylka itp.)
b) jakich danych dotyczy naruszenie (struktura danych: imig¢, nazwisko,
adres, ple¢ itp.)
c) jaka jest ilos¢ danych, ktorych dotyczy naruszenie (doktadna ilos¢ lub
przyblizona warto$¢)
d) ile podmiotéw jest dotknietych naruszeniem;
e) jaka jest mozliwos¢ identyfikacji osoby, po zakresie naruszonych danych;
f)  czy dane, ktorych dotyczy naruszenie sa w jakikolwiek sposob dodatkowo
zabezpieczone? (np. zaginiony pendrive jest zabezpieczony hastem).

W przypadku stwierdzenia naruszenia ochrony danych lub naruszenia
zabezpieczenia systemu informatycznego nalezy zaniecha¢ wszelkich dziatan
mogacych utrudni¢ analiz¢ wystapienia naruszenia i udokumentowanie zdarzenia
oraz nie opuszcza¢ bez uzasadnionej potrzeby miejsca zdarzenia do czasu
przybycia bezposredniego przetozonego, Administratora systemu, przedstawiciela
ADO badz IOD.

Przedstawiciel ADO, po konsultacji z IOD, w razie stwierdzeniu naruszenia
bezpieczenstwa danych osobowych weryfikuje, czy istnieje prawdopodobienstwo
by naruszenie skutkowato ryzykiem naruszenia praw lub wolnosci 0s6b
fizycznych.

W przypadku stwierdzenia, ze ryzyko istnieje, przedstawiciel ADO, we
wspolpracy z 10D dokonuje zgloszenia naruszenia do organu nadzorczego —
Prezesa Urzedu Ochrony Danych Osobowych — w nieprzekraczalnym terminie 72



godzin od potwierdzenia wystgpienia naruszenia.

1. Zgloszenia mozna dokona¢ droga e-mailowa na adres: kancelaria@uodo.gov.pl.

lub inng droga, aktualnie wskazang na stronie internetowej Urzedu Ochrony
Danych Osobowych.

I.  ZAWIADAMIANIE OSOB, KTORYCH DANE DOTYCZA O NARUSZENIU
BEZPIECZENSTWA DANYCH OSOBOWYCH

1. Przedstawiciel ADO, po zweryfikowaniu wagi naruszenia bezpieczenstwa danych
osobowych, 1 uznaniu, ze waga naruszenia zostala zakwalifikowana jako wysoka
lub bardzo wysoka dokonuje zawiadomienia 0sob fizycznych, ktorych dane staty
si¢ przedmiotem naruszenia.

2. Zawiadomienia dokonuje si¢ w formie mailowej lub pisemnej. Jesli
zawiadomienie wymagaloby niewspotmiernie duzego wysitku, przedstawiciel
ADO moze:

a) wyda¢ publiczny komunikat, m.in. na swojej stronie internetowej, zawierajacy
wymagang tres¢;

b) zastosowac inny $rodek, za pomocg ktorego osoby, ktorych dane dotycza, zostang
poinformowane w rownie skuteczny sposob o naruszeniu, zawierajagcy wymagang
tresc.

1. Zawiadomienie powinno czyni¢ zado$¢ wymaganiom okreslonym w art. 34 ust. 2
RODO, w szczego6lnosci zawiadomienie to powinno by¢ sformutowane prostym i
zrozumialym jezykiem i1 zawieraé: opis charakteru naruszenia, dane kontaktowe
inspektora ochrony danych (lub innego punktu kontaktowego), mozliwe
konsekwencje naruszenia, a takze zastosowane i proponowane $rodki zaradcze, w
tym te stuzgce minimalizacji negatywnych skutkow.

.  ZALACZNIK

Wzbr upowaznienia do przetwarzania danych osobowych.

Regulamin wchodzi w zycie z dniem 25.05.2018 r.



Zalacznik do Regulaminu ochrony danych

osobowych
w Stowarzyszeniu Spotdzielcza Animacja

Kulturalna

Bielawie

Bielawa, dnia .............ccoociiiiiiii



UPOWAZNIENIENR ............. /20... t.
DO PRZETWARZANIA DANYCH OSOBOWYCH

Na podstawie przepisoéw art. 37 ustawy z dnia 29 sierpnia 1997 r. o ochronie danych
osobowych (tekst jednolity: Dz.U.2014, poz.1182)

Zarzad Stowarzyszenia

upowaznia

Panig / Pana

dzialajaca w Stowarzyszeniu w charakterze:

- wolontariusza zaangazowanego na podstawie porozumienia o wspOlpracy*
- osoby zatrudnionej na podstawie umowy cywilno-prawnej*

do przetwarzania danych osobowych w systemie:
- informatycznym (w komputerze i innych no$nikach elektronicznych)*
- tradycyjnym (na papierze)*

w dziataniach dotyczacych
- biezacej pracy Stowarzyszenia

Przyjecie niniejszego upowaznienia laczy si¢ z zachowaniem przez Pania / Pana
tajemnicy o danych znajdujacych si¢ w ww. zbiorach, jak i sposobach ich
zabezpieczania. Obowigzek zachowania tajemnicy istnieje rbwniez po ustaniu
wspoOlpracy ze Stowarzyszeniem.

Upowaznienie wazne jest na czas trwania porozumienia o wspolpracy / czas trwania
zatrudnienia na podstawie umowy cywilno-prawne;.

Upowaznienie sporzadzono w 2 egzemplarzach, z ktorych jeden otrzymuje osoba
upowazniona, drugi pozostaje w aktach Stowarzyszenia.



(Zarzad Stowarzyszenia)

* niepotrzebne skresli¢



